gathering information on the international student prior to his/her arrival in the United States in order that civilian and military sponsors can be assigned to assist the student during his/her training.

Affected Public: Individuals or Households.

Frequency: On Occasion.

Respondent’s Obligation: Voluntary.

OMB Desk Officer: Ms. Jacqueline Zeiher.

Written comments and recommendations on the proposed information collection should be sent to Ms. Zeiher at the Office of Management and Budget, Desk Officer for DoD, Room 10236, New Executive Office Building, Washington, DC 20503.

DoD Clearance Officer: Mr. Robert Cushing.

Written requests for copies of the information collection proposal should be sent to Mr. Cushing, WHS/DIOR, 1215 Jefferson Davis Highway, Suite 1204, Arlington, VA 22202–4302.


Patricia L. Toppings,
Alternate OSD Federal Register, Liaison Officer Department of Defense.

[FR Doc. 03–8620 Filed 4–8–03; 8:45 am]
BILLING CODE 5001–08–M

DEPARTMENT OF DEFENSE

Office of the Secretary

Submission for OMB Review;
Comment Request

ACTION: Notice

The Department of Defense has submitted to OMB for clearance, the following proposal for collection of information under the provisions of the Paperwork Reduction Act (44 U.S.C. Chapter 35).

DATES: Consideration will be given to all comments received by May 9, 2003.

Title, Form Number, and OMB Number: Application and Agreement for Establishment of a National Defense Cadet Corps Unit; DA Form 3126–1; OMB Number 0702–0110.

Type of Request: Reinstatement.

Number of Respondents: 35.

Responses Per Respondent: 1.

Annual Responses: 35.

Average Burden Per Response: 60 minutes (average).

Annual burden Hours: 35 hours.

Needs and Uses: Educational

Institutions desiring to host a National Defense Cadet Corps Unit (NDCC) may apply by using a DA Form 3126–1. The DA Form 3126–1 documents the agreement and becomes a contract signed by both the secondary institution and the U.S. Government. This form provides information on the school’s facilities and states specific conditions if a NDCC unit is placed at the institution. The data provided on the application is used to determine which school(s) will be selected.

Affected Public: State, Local, or Tribal Government; Not-For-Profit Institutions.

Frequency: On Occasion.

Respondent’s Obligation: Required to obtain or retain benefits.

OMB Desk Officer: Ms. Jacqueline Zeiher.

Written comments and recommendations on the proposed information collection should be sent to Ms. Zeiher at the Office of Management and Budget, Desk Officer for DoD, Room 10236, New Executive Office Building, Washington, DC 20503.

DoD Clearance Officer: Mr. Robert Cushing.

Written requests for copies of the information collection proposal should be sent to Mr. Cushing, WHS/DIOR, 1215 Jefferson Davis Highway, Suite 1204, Arlington, VA 22202–4302.


Patricia L. Toppings,
Alternate OSD Federal Register Liaison Officer Department of Defense.

[FR Doc. 03–8621 Filed 4–8–03; 8:45 am]
BILLING CODE 5001–08–M

DEPARTMENT OF DEFENSE

Office of the Secretary

DoD Health Information Privacy Program

AGENCY: Office of the Secretary, DoD.

ACTION: Notice.

SUMMARY: Under 45 CFR part 164, “Standards for Privacy of Individually Identifiable Health Information” and DoD 6025.18–R, “DoD Health Information Privacy Regulation” provisions are made to allow appropriate uses and disclosures of protected health information concerning members of the armed forces to assure the proper execution of the military mission.

Purposes for Which the Protected Health Information May Be Uses or Disclosed. For purposes of paragraph 1, appropriate Military Command authorities are the following:

1. All Commanders who exercise authority over an individual who is a member of the Armed Forces, or other person designated by such a Commander to receive protected health information in order to carry out an activity under the authority of the Commander.

2. The Secretary of Defense, the Secretary of the Military Department responsible for the Armed Force for which the individual is a member, or the Secretary of Homeland Security when a member of the Coast Guard when it is not operating as a service in the Department of the Navy.

3. Any official delegated authority by a Secretary listed in subparagraph 2.2 to take an action designed to ensure the proper execution of the military mission.

EFFECTIVE DATES: This notice is effective April 14, 2003.

FOR FURTHER INFORMATION CONTACT: CDR Sam Jenkins, Health Information Privacy Officer, TRICARE Management Activity, Skyline 5, Suite 810, 5111 Leesburg Pike, Falls Church, Virginia 22041–3206, (703) 681–5611, extension 6824.
DEPARTMENT OF DEFENSE
Office of the Secretary
Privacy Act of 1974; System of Records

AGENCY: Office of the Secretary, DoD.

ACTION: Notice to Add Systems of Records.

SUMMARY: The Office of the Secretary of Defense proposes to add a system of records notice to its inventory of record systems subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended.

DATES: The changes will be effective on May 9, 2003 unless comments are received that would result in a contrary determination.

ADDRESSES:Send comments to OSD Privacy Act Coordinator, Records Management Section, Washington Headquarters Services, 1155 Defense Pentagon, Washington, DC 20301-1155.

FOR FURTHER INFORMATION CONTACT: Mr. Dan Cragg at (703) 601-4722.

SUPPLEMENTARY INFORMATION: The Office of the Secretary of Defense notices for systems of records subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended, have been published in the Federal Register and are available from the address above.

The proposed systems reports, as required by 5 U.S.C. 552a(r) of the Privacy Act of 1974, as amended, were submitted on April 1, 2003, to the House Committee on Government Reform, the Senate Committee on Governmental Affairs, and the Office of Management and Budget (OMB) pursuant to paragraph 4c of Appendix I to OMB Circular No. A-130, ‘Federal Agency Responsibilities for Maintaining Records About Individuals,’ dated February 8, 1996 (February 20, 1996, 61 FR 6427).


Patricia L. Toppings,
Alternate OSD Federal Register Liaison Officer, Department of Defense.
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SYSTEM NAME:
Biographies of OSD Officials.

SYSTEM LOCATION:

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:
Military and civilian personnel currently occupying professional positions within the offices of the Office of the Secretary of Defense (OSD). A professional position is one occupied by a civilian in the grade of GS 13 and above or a military officer in the grade of major/lieutenant commander and above; employees in developmental programs such as Presidential Management Interns and Defense Fellows; and employees from other organizations serving as detailers and serving under intergovernmental personnel act agreements who are integrated within the OSD workforce.

CATEGORIES OF RECORDS IN THE SYSTEM:
Basic biographical information on individual OSD staff to include full name of the individual; rank/grade; title; organization/office; current assignments within OSD (starting with present and working backwards to cover all periods of assignment within OSD); past experiences (a brief history of other related past experiences); and education (optional). A photograph of the individual is optional.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

PURPOSE(S):
To provide the Secretary and Deputy Secretary of Defense, as well as the OSD Principal Staff Assistants (PSA), with immediate access to biographical information on the OSD staff personnel. PSAs will only have access to those biographies for personnel who are employed, assigned, or detailed to their respective offices.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:
In addition to those disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, these records or information contained therein may specifically be disclosed outside the DoD as a routine use pursuant to 5 U.S.C. 552a(b)(3) as follows:
To report on casualties in any military operation or activity in accordance with applicable military regulations or procedures.

POLICIES AND PRACTICES FOR STORING, RETREIVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:
STORAGE:
Records are stored on electronic media.

RETRIEVABILITY:
Retrieved alphabetically by the individual’s full name.

SAFEGUARDS:
Records are maintained in a secure, limited access or monitored area. Physical entry by unauthorized persons is restricted by the use of locks, guards, or administrative procedures. Access to personal information is limited to those who require the records to perform their official duties. All personnel whose official duties require access to the information are trained in the proper safeguarding and use of the information.

RETENTION AND DISPOSAL:
Records are deleted when the individual concerned departs the OSD staff.

SYSTEM MANAGER(S) AND ADDRESS:

NOTIFICATION PROCEDURE:
Individuals seeking to determine whether this system of records contains information about themselves should address written inquiries to the Chief, Personnel Systems and Evaluation Division, Washington Headquarters Services, Personnel Security Directorate, ATTN: Biographies of OSD Officials, 5001 Eisenhower Avenue, Room 2N36, Alexandria, VA 22333–0001.

Requests for information should be addressed to the appropriate address above.

RECORDS ACCESS PROCEDURES:
Individuals seeking to access information about themselves shall address written inquiries to the Chief, Personnel Systems and Evaluation Division, Washington Headquarters Services, Personnel Security Directorate, ATTN: Biographies of OSD Officials, 5001 Eisenhower Avenue, Room 2N36, Alexandria, VA 22333–0001.