






c. 

b. This MOU will remain in effect for five years from the Effective Date or until terminated 
in accordance with the provisions of this MOU, whichever occurs first. 

This MOU supersedes the 2010 MOU. In accordance with the termination provisions 
in paragraphs Vl.c-d of the 2010 MOU, that MOU is hereby terminated. 

7. MODIFICATIONS: This MOU may be modified only by mutual written agreement of the 
Departments and will be reviewed annually to determine whether the terms and 
provisions are appropriate and current. Modifications may be proposed in writing at any 
time by either Department. No modification to this MOU shall be binding until reduced to 
writing and signed by duly authorized officials of both Departments. 

8. TERMINATION: This MOU may be terminated by either party with 30 days written 
notice to the other party or may be terminated at any time upon the mutual written 
agreement of both Departments. 

9. POINTS OF CONTACT: 

Program Director, Clinical Quality Director, Medical Staff Affairs 
Management Policy VHA Office of Organizational 
Office of the Assistant Secretary of Excellence 
Defense (Health Affairs) Veterans Health Administration 
Department of Defense Department of Veterans Affairs 

1-14-2021 

Richard A. Stone, M.D. / Date Hon Tom Mccaffery/ 

Executive in Charge Assistant Secretary of Defense 

Veterans Health Administration (Health Affairs) 

Department of Veterans Affairs Department of Defense 

Attachments: 
Attachment 1: Provider Credentials Data Sharing Guidelines - DoD and VA 
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Attachment 1 

Provider Credentials Data Sharing Guidelines - DoD and VA 

The following table includes the Joint Commission 10 principles and corresponding VA and 
DoD data elements that are used as the basis for sharing provider credentialing information 
between VA and DoD. 

PRINCIPLE 1 

The agency makes known to the user the data and information it can provide. 

DoD and VA 

The DoD Interfacility Credentials Transfer Brief (ICTB) and the VA VetPro 
Coordinator’s Summary were compared, data elements were agreed to include: 

 Name of Provider 
 SSN 
 Date of Birth 
 Gender 
 Type of Education and Training 

o Name of Institution 
o Field of Study 
o Degree, including Completion Date (if appropriate) 
o Date of Primary Source Verification (PSV) 
o Copy of PSV Documentation 

 Licensure for all current and previously held licenses 
o State of Licensure 
o Licensure number 
o Date of Issue 
o Date of Expiration 
o Date of Primary Source Verification (PSV) 
o Copy of PSV Documentation 

 Certifications/Registrations (as applicable to the provider) 
o Area of certification/registration 
o Certificate/Registration number 
o Issue date 
o Expiration date 
o Date of Primary Source Verification (PSV) 
o Copy of PSV Documentation 

 Medical Specialty Board Certification (as applicable to the provider) 
o Specialty/subspecialty 
o Issue Date 
o Expiration Date 
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o MOC Participation 
o Date of Primary Source Verification (PSV) 
o Copy of PSV Documentation 

 DEA/CDS registration 
o Number 
o Issue Date 
o Expiration Date 
o Date of Primary Source Verification (PSV) 
o Copy of PSV Documentation 

 Current Position 
 Current Medical Staff Appointment Expiration Date 

PRINCIPLE 2 

The agency provides documentation to the user describing how its data collection, 
information development, and verification process(es) are performed. 

DoD VA 

References: 
DHA-PM 6025.13 (2019) 
DoDI 6025.13 CH1 (2013) 
DoD CCQAS User Manual 
DHA Credentialing SORN 

References: 
VHA Handbook 1100.19 (2012) 
VHA Directive 2012-030 (2012) 
VetPro User Manuals 
VA Credentialing SORN 
Privacy Act 

• Process initiated with provider record in 
CCQAS 

• PSV obtained in accordance with DoD 
policies (based on compliance with Joint 
Commission standards) including all 
professional education, training, licensure, 
certification, registration, DEA, etc. 

• Data checks built into system: 
o Completeness of application based on 

required minimum data set for 
information 

o No gaps - must explain gaps greater 
than 30 days from professional 
graduation date 

o Verified data manually matched back to 
provider data entry 

• Process initiated with provider application 
stored in current system 

• PSV obtained in accordance with VHA 
policies (based on compliance with Joint 
Commission standards) including all 
professional education, training, licensure, 
certification, registration, DEA, etc. 

• Data checks built into system: 
o Completeness of application 

based on required minimum data set for 
information 

o No gaps greater than 30 days from 
professional graduation date 

o Completeness of Verification 
o Verified data electronically matched 

back to provider data entry 
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PRINCIPLE 3 

The user is given sufficient, clear information on database functions, including: 

 Any limitations of information available from the agency (e.g., practitioners not included in the 
database) 

DoD VA 
All health care professions required by None at this time.  All health care 
qualification standards to have license, professions required by VA qualification 
registration, and certification are available standards to have license, registration, 
in the database. and/or certification are available in the 

database. 
 The time frame for agency responses to requests for information 

DoD VA 
Within 5 business days Within 5 business days 

 A summary overview of quality control processes related to: 

DoD VA 

  
 

   

 
 

 
   

  

 
 

 

  

 

 

 

 

  

 
 

 
 

o Data integrity DoD manually compares data 
throughout the application and 
credentialing process including: 
• Provider with Common Access 

Card (CAC) or Medical Staff 
Service Professional enters all 
required information 

• Manual comparison of data in 
application 

• No provider under 18 y/o 
• Credentials must be verified prior 

to appointment process 
• No Appointment can exceed 2 yrs. 
• Expedited and Temporary 

Appointments done in accordance 
with facility medical staff bylaws 
and policy 

VetPro electronically and manually 
compares data throughout the 
application and credentials 
verification process including: 
• All required information entered 

by provider 
• Bar codes on scanned 

document to confirm correct 
document and correct screen 

• Discrepancy alert for incorrect 
provider or incorrect document 
identification 

• Comparison of data accepted 
by credentialer with data 
provided by provider 

• Credentials must be verified 
prior to appointment process 

• Appointments can’t be entered 
beyond policy requirements 
(e.g. temporary appt and 
expedited appt NTE 60 
calendar days, and no LIP appt 
can exceed 2 yrs.) 

• If a DoD provider is shared with 
VA in excess of 180 days, then 
a full credentialing verification 
and appointment must be 
completed by the VA facility. 
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However, non-time limited PSV 
documents from DoD may be 
used to complete the process. 

o Security • Secure Socket Layer data 
transmission 

• User log-on and password 
protected 

• Web hosting in a secure DoD 
facility 

• Fully certified and accredited 
• All users are required to log in 

using CAC cards 

• Secure Socket Layer data 
transmission 

• User log-on and password 
protected 

• Web hosting by secure federal 
facility 

• Meets requirements for 
Authority to Operate (ATO) 

o Transmission DoD and VA approved secure DoD and VA approved secure 
accuracy electronic or facsimile file transfer. electronic or facsimile file transfer. 

o Technical • N/A  • N/A  
Specifications 

PRINCIPLE 4 

The user and agency agree on the format for transmitting credentials information about an 
individual from the agency. 

DoD VA 
DoD and VA approved secure electronic or 
facsimile file transfer. 

DoD ICTB supplemented by copies of PSV will 
be used for transmitting information to VA 
medical facilities. Information not available on 
ICTB will be annotated on ICTB or in a cover 
memorandum. 

DoD and VA approved secure electronic or 
facsimile file transfer. 

Appropriate portions of VetPro Coordinator's 
Summary supplemented by copies of PSV will 
be used for transmitting information to DoD 
medical treatment facilities. Information not 
available on the Coordinator's summary will be 
annotated on the summary or in a standardized 
cover memorandum. 

PRINCIPLE 5 

The user can easily discern what information transmitted by the agency is from a primary 
source and what is not. 

DoD and VA 

Information that is PSV will be noted with the date of PSV supplemented with a copy of PSV 
where indicated in the agreement.  Information that is not PSV will be so noted. 
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PRINCIPLE 6 

For information transmitted by the agency that can go out of date (for example, licensure, 
board certification), the agency provides the date the information was last updated from 
the primary source. 

DoD and VA 

Time-limited information (i.e., any credentials with an expiration date) must be PSV by the 
facilities where the provider is appointed. 

PRINCIPLE 7 

The agency certifies that the information transmitted to the user accurately represents the 
information obtained by it. 

DoD and VA 

Each agency will include a statement either: 
1) within the electronic form; or 
2) in the cover letter; or 
3) in similar document that certifies that the information being shared accurately represents the 

current information in the provider’s file. 

PRINCIPLE 8 

The user can discern whether the information transmitted by the agency from a primary 
source is all the primary source information in the agency’s possession pertinent to a 
given item or, if not, where additional information can be obtained. 

DoD and VA 

Primary source verification information is available in the electronic provider file that is shared; 
access to the shared provider’s file shall be granted to designated users. 

PRINCIPLE 9 

The user can engage the agency's quality control processes when necessary to resolve 
concerns about transmission errors, inconsistencies, or other data issues that may be 
identified from time to time. 

DoD and VA 

Shared agency providers must communicate identified issues to the provider’s primary/parent 
agency for resolution. 
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PRINCIPLE 10 

The user has a formal arrangement with the agency for communicating changes in 
credentialing information. 

DoD and VA 
Once the provider data/information is shared, then each Department is responsible for monitoring 
and maintaining the provider’s credentialing information to ensure it is current, complete, and 
accurate.  Each Department that receives credentialing data from the other is responsible to 
notify the other Department within one business day if a provider about which data was received 
is summarily suspended or otherwise has had their privileges restricted (e.g., proctoring for 
greater than 30 days), has had an adverse action taken against them (to include adverse state 
licensure or federal program actions, adverse professional society actions, or clinical adverse 
actions), is involved in a criminal conviction or civil judgment or other adjudicated action or 
decision related to healthcare (to include Uniformed Code of Military Justice actions in the DoD), 
for whom a medical malpractice claim or payment has been made, or in instances where medical 
care caused or contributed to an active duty death or disability payment. 
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