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TRICARE’s Program Integrity Office Battles Fraud 
October 29, 2007 

No 07-81 

FALLS CHURCH, Va. — The Government Accountability Office says that 10 percent of all health care expenditures are fraudulent.  
TRICARE’s first line of defense against health care fraud is its Program Integrity Office, and the proof is in the office’s recently-released 
annual operational report (www.tricare.mil/fraud). 

 The Program Integrity Office is responsible for all anti-fraud activity worldwide for the entire Defense Health Program, including the 
purchased care and direct care settings of the Military Health System. 

“Our mission is to ensure that appropriate anti-fraud controls are in place because it’s a major part of ensuring quality health care for 
our military families,” says Rose Sabo, Director of the TRICARE Program Integrity Office.  “It’s also a major part of ensuring the appropriate 
expenditure of taxpayer dollars.” 

The Program Integrity Office’ investigations have helped DoD recover huge sums but Sabo says that’s not their only focus. 

“Patient harm cases are the worst,” Sabo said. “We give those as high a priority as cases that are high dollar.” 

To get TRICARE’s contractors highly involved in the effort to avoid medical payment scams, Sabo launched Operation TRICARE 
Fraud Watch in 1999.  The dental contractor, the pharmacy contractor and the managed care contractors use what’s called link analysis 
artificial intelligence software to identify odd billing patterns and cost aberrations.  The Program Integrity team also has access to Medicare’s 
database and receives notices from the Department of Justice when whistleblowers make allegations against any health care program.  By 
using a centralized purchase care data warehouse, they can then look at a provider’s pattern of billing to determine whether allegations are 
supported. 

 Sabo says that beneficiaries can also be a big help in crushing medical fraud by reviewing their explanation of benefits, or EOBs.

 “We need their help in validating that they indeed received the services and if not, to contact us,” Sabo said.  “Many cases have been 
launched just based on our military families contacting us after looking at their EOBs.” 

 If a beneficiary suspects fraud in their medical bills they should contact the contractor that processed their claim.  TRICARE’s fraud 
Web page at www.tricare.mil/fraud has links to each of the contractors’ Web pages.  Beneficiaries can also send a report directly to the 
Program Integrity Office through the fraud line e-mail, fraudline@tma.osd.mil.  Either way, they can be confident that every allegation is 
investigated, even if it’s anonymous. 

About TRICARE Management Activity
TRICARE Management Activity, the Defense Department agency that administers the health care plan for the uniformed services, retirees 
and their families, serves more than 9.1 million eligible beneficiaries worldwide. 
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